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KiSISEL VERi SAKLAMA VE iMHA POLITiKASI

1. AMAC

Kisisel Verileri Saklama ve Imha Politikas1 (“Politika™), 6698 Sayili Kisisel Verileri Koruma Kanunu (KVK Kanunu) ve ilgili
mevzuat esas alinarak Hasan Kalyoncu Universitesi (“Universite”) tarafindan gergeklestirilmekte olan saklama ve imha
faaliyetlerine iligkin is ve islemler konusunda usul ve esaslar1 belirlemek amaciyla hazirlanmistir.

Tammlar

Ag: Birden fazla bilgisayarin bilgi paylasimi, yazilim ve donanim paylasimi, merkezi yonetim ve destek kolaylig1 gibi cesitli
sebeplerle birbirine baglandig1 yapidir.

Ag cihazlari: Ag yapilarini olusturmak i¢in kullanilan cihazlardir.

Anonim hale getirme: Kisisel verilerin, bagka verilerle eslestirilerek dahi hicbir surette kimligi belirli veya belirlenebilir bir ger¢ek
kisiyle iliskilendirilemeyecek hale getirilmesidir.

Bilgi giivenligi: Bilginin izinsiz veya yetkisiz bir bi¢imde erisim, kullanim, degistirilme, ifsa edilme ve ortadan kaldirilmasini
onlemek anlamina gelir.

Universite/Kurum: Hasan Kalyoncu Universitesi’ni ifade eder.

Bulut sistemi: Bilgisayarlar ve diger cihazlar igin, istendigi zaman kullanilabilen ve kullanicilar arasinda paylasilan bilgisayar
kaynaklar1 saglayan, internet tabanl bilisim hizmetlerinin genel adidur.

Dogrudan tammmlayicilar: Tek baglarina, iligki i¢cinde olduklari kisiyi dogrudan agiga cikaran, ifsa eden ve ayirt edilebilir kilan
tanimlayicilari,

Dolayh tamimlayicilar: Diger tanimlayicilar ile bir araya gelerek iliski iginde olduklar: kisiyi agiga ¢ikaran, ifsa eden ve ayirt
edilebilir kilan tanimlayicilari,

Tlgili kisi: Kisisel verisi islenen gercek kisiyi,

Tlgili kullaniex: Verilerin teknik olarak depolanmasi, korunmasi ve yedeklenmesinden sorumlu olan kisi ya da birim hari¢ olmak
iizere veri sorumlusu organizasyonu igerisinde veya veri sorumlusundan aldigi yetki ve talimat dogrultusunda kisisel verileri isleyen
gercek veya tiizel kisileri,

Imha: Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesini,
KVKK: 24.03.2016 tarihli ve 6698 Sayili Kisisel Verilerin Korunmasi1 Kanununu,
KVK Komisyonu: Hasan Kalyoncu Universitesi KVK Komisyonu’nu

Karartma: Kigisel verilerin biitiinliniin, kimligi belirli veya belirlenebilir bir ger¢ek kisiyle iliskilendirilemeyecek sekilde
iistlerinin ¢izilmesi, boyanmasi ve buzlanmasi (flu hale getirilmesi) gibi islemleri,

Kayit ortami: Tamamen veya kismen otomatik olan ya da herhangi bir veri kayit sisteminin pargasi olmak kaydiyla otomatik
olmayan yollarla iglenen kisisel verilerin bulundugu her tiirlii ortamu,

Kisisel veri saklama ve imha politikasi: Veri sorumlularinin, kisisel verilerin islendikleri amag i¢in gerekli olan azami siireyi
belirleme islemi ile silme, yok etme ve anonim hale getirme islemi i¢in dayanak yaptiklari politikay1 ifade eder.

Korelasyon: iki degisken arasindaki iliskiyi degerlendirme yontemidir.

Kurul: Kisisel Verileri Koruma Kurulu’dur.

Log: Biligim sistemlerinde yapilan islemlere iligkin elektronik ortamdaki izlerdir.
Manyetik medya: Manyetik veri ortamlaridir.

Maskeleme: Kisisel verilerin belli alanlarinin, kimligi belirli veya belirlenebilir bir gercek kisiyle iliskilendirilemeyecek sekilde
boyanmasi ve yildizlanmasi (*) gibi igslemleri ifade eder.
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Optik medya: Igerigi dijital bigimde tutan ve bir lazer tarafindan yazilan ve okunan depolama ortamlaridir.
Veri kayit sistemi: Verilerin belirli kriterlere gore yapilandirilarak islendigi kayit sistemidir.
KAYIT ORTAMLARI

Ilgili kisilere ait kisisel veriler Hasan Kalyoncu Universitesi tarafindan asagidaki tabloda listelenen ortamlarda basta KVK
Kanunu hiikiimleri olmak iizere ilgili mevzuata uygun olarak ve uluslararas: veri giivenligi prensipleri ¢ergevesinde giivenli bir
sekilde saklanmaktadir.

ELEKTRONIK ORTAMLAR ELEKTRONIK OLMAYAN ORTAMLAR

Sunucular (Etki alan1 (LDAP), yedekleme, e-posta, veri | v Kagit

tabani, web vb.) v’ Manuel veri kayit sistemleri (formlar vb.)

v’ Yazilimlar (ofis yazilimlari, portal vd. otomasyonlar) v Yazli, bastl, gorsel ortamlar

v Bilgi giivenligi araglari (giinliik kayit dosyas1, antiviriis vb.) | Ofis ici alan

v’ Bilgisayarlar (masaustii, diziistii) v Arsiv
v" Dosya paylagimlari

v" Manyetik diskler (harddisk vb.)

v’ Mobil cihazlar (telefon, tablet vb.)

v" Optik diskler (CD, DVD vb.)

v’ Tagmabilir bellekler (USB, Hafiza Kart1 vb.)

v Yazici, tarayici, fotokopi makinesi

KiSiSEL VERILERIN SAKLANMASI

2.1. Kisisel Verilerin Saklandig1 Ortamlar

Hasan Kalyoncu Universitesi tamamen otomatik veya kismen otomatik olan ya da herhangi bir veri kayzt sisteminin pargas1 olmak
kaydiyla otomatik olmayan yollarla isledigi kisisel verileri, hukuka uygun olarak 2. Boliim ’de belirtilen elektronik ve elektronik
olmayan ortamlarda saklamaktadir.

2.2. Kisisel Verilerin Saklandig1 Ortamlarin Giivenliginin Saglanmasi

Hasan Kalyoncu Universitesi, kisisel verilerin saklandig1 elektronik veya elektronik olmayan ortamlarin giivenligini saglamak
icin teknolojik imkanlar ve uygulama maliyetleri dogrultusunda gerekli teknik ve idari tedbirleri almaktadir.

2.2.1. Teknik Tedbirler

Universitemizde uygulanan veri giivenligi tedbirleri asagida belirtilmistir:

» Ag giivenligi ve uygulama giivenligi saglanmaktadir.

* Anahtar yonetimi uygulanmaktadir.

+ Bilgi teknolojileri sistemleri tedarik, gelistirme ve bakimi kapsamindaki giivenlik 6nlemleri alinmaktadir.
+ Bulutta depolanan kisisel verilerin giivenligi saglanmaktadir

» Calisanlar i¢in veri giivenligi hiikiimleri iceren disiplin diizenlemeleri mevcuttur.

* Calisanlar i¢in yetki matrisi olusturulmustur.

 Erisim loglar1 diizenli olarak tutulmaktadir.
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 Erisim, bilgi giivenligi, kullanim, saklama ve imha konularinda kurumsal politikalar hazirlanmis ve uygulamaya baslanmustr.
» Gerektiginde veri maskeleme dnlemi uygulanmaktadir.

* Gizlilik taahhiitnameleri yapilmaktadir.

» Gorev degisikligi olan ya da igten ayrilan ¢alisanlarin bu alandaki yetkileri kaldirilmaktadir.

* Giincel anti-viriis sistemleri kullanilmaktadir.

 Giivenlik duvarlar1 kullanilmaktadir.

+ Imzalanan sézlesmeler veri giivenligi hiikiimleri igermektedir.

» Kagit yoluyla aktarilan kisisel veriler i¢in ekstra giivenlik tedbirleri alinmakta ve ilgili evrak gizlilik dereceli belge formatinda
gonderilmektedir.

+ Kisisel veri giivenligi politika ve prosediirleri belirlenmistir.

+ Kisisel veri giivenligi sorunlart hizli bir sekilde raporlanmaktadir.

+ Kisisel veri giivenliginin takibi yapilmaktadir.

+ Kigisel veri i¢eren fiziksel ortamlara girig ¢ikiglarla ilgili gerekli glivenlik 6nlemleri alinmaktadir.

+ Kigisel veri i¢eren fiziksel ortamlarin dis risklere (yangin, sel vb.) karsi giivenligi saglanmaktadir.
 Kisisel veri igeren ortamlarin giivenligi saglanmaktadir.

+ Kisisel veriler miimkiin oldugunca azaltilmaktadir.

+ Kigisel veriler yedeklenmekte ve yedeklenen kisisel verilerin giivenligi de saglanmaktadir.

+ Kullanici hesap yonetimi ve yetki kontrol sistemi uygulanmakta olup bunlarin takibi de yapilmaktadir.
» Log kayitlar1 kullanici miidahalesi olmayacak sekilde tutulmaktadir.

» Mevcut risk ve tehditler belirlenmistir.

«  Ogzel nitelikli kisisel veri giivenligine yonelik protokol ve prosediirler belirlenmis ve uygulanmaktadir.
«  Ozel nitelikli kisisel veriler igin giivenli sifreleme / kriptografik anahtarlar kullanilmakta ve farkli birimlerce yonetilmektedir.
+ Saldir tespit ve dnleme sistemleri kullanilmaktadir.

+ Siber giivenlik 6nlemleri alinmis olup uygulanmasi siirekli takip edilmektedir.

+ Sifreleme yapilmaktadir.

* Veri kayb1 6nleme yazilimlar1 kullanilmaktadir.

4. KIiSISEL VERILERIN SAKLANMASINI VE iMHASINI GEREKTIREN SEBEPLER

Kisisel veriler Hasan Kalyoncu Universitesi tarafindan;

v' Hasan Kalyoncu Universitesi ‘nin dogmus ya da dogabilecek yasal sorumluluklarini yerine getirebilmesi amaci ile ve
kanunlarda 6ngoriilen dlgiilere ve/veya emredilen siirelere uygun olarak,

v" Silinmesi ve/veya anonimlestirilmesi 6ngoriilen veriler ise; is siirekliligi, veri kaybinin 6nlenmesi ve veri koruma amaciyla
yedek/arsiv ve benzeri ortamlarda erigsime hazir (“canli”) olmayan sekilde,

v’ Silme, yok etme veya anonimlestirme yolu ile imha edilecek verilerin saklama ve imha iglemleri ise isleme amacinin ortadan
kalkmasindan itibaren derhal veya kamu kurumlarinca tabi olunan arsiv mevzuatina gore ilgili Komisyonlarin denetiminde
gerceklestirilir.
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Hasan Kalyoncu Universitesi faaliyetleri cercevesinde islenen kisisel veriler, ilgili mevzuatta ongoriilen siire kadar muhafaza
edilir. Bu kapsamda kisisel veriler ilgili yasal mevzuat ve baglayici diizenlemeler ¢ercevesinde 6ngoriilen saklama stireleri kadar
saklanmaktadir.

5, KiSISEL VERILERIN SiLINMESi

Kisisel verilerin silinmesi, kisisel verilerin ilgili kullanicilar i¢in hicbir sekilde erisilemez ve tekrar kullanilamaz hale getirilmesi
islemidir.

5.1. Kisisel Verilerin Silinmesi Siireci

Hasan Kalyoncu Universitesi’nde uygulanan kisisel veri silme siireci asagidaki gibidir:
» Silme islemine konu edilecek kisisel veriler belirlenir.

» S0z konusu kisisel verinin tutuldugu ortamlar tespit edilir.

+ KVK Komisyonunun ydnlendirmesiyle, yetkili {ist makam, verinin tutuldugu ortamlarin birim sorumlularini, ilgili verinin
silinmesi konusunda talimatlandirir. Birim sorumlulari, dijital ortamlarda, otomasyonlarda yetkili personel; fiziki ortamlarda
ise birim “Ayiklama ve imha Komisyon”laridir.

+ Kigisel verinin silme iglemleri gergeklestirilir.

+ Kisisel verilerin silindigine dair tutanak tutulur.

5.2 Kayit Ortamlarina Goére Silme Yontemleri

Kisisel veriler cesitli kayit ortamlarinda saklanabildiklerinden kayit ortamlarina uygun yontemlerle silinmeleri gerekir:
a) Hizmet Olarak Uygulama Tiirii Bulut Céziimleri

Hasan Kalyoncu Universitesi tarafindan bulut sisteminde bulunan veriler silme komutu verilerek silinmelidir. Anilan islem
gergeklestirilirken Hasan Kalyoncu Universitesi ilgili kullanicilarmim bulut sistemi {izerinde silinmis verileri geri getirme
yetkisinin olmadigina dikkat edilmelidir.

b) Kagit Ortaminda Bulunan Kisisel Veriler

Kagit ortaminda bulunan kisisel veriler Hasan Kalyoncu Universitesi tarafindan karartma yontemi kullanilarak silinmelidir.
Karartma islemi, ilgili evrak iizerindeki kisisel verilerin okunmasi miimkiin olmayacak sekilde iizerinin ¢izilmesi/ boyanmasi
seklinde yapilir.

¢) Sunucu ve Bilgisayarlarda Yer Alan Ofis Dosyalar

Dosyanin isletim sistemindeki silme komutu ile silinmesi veya dosyanin bulundugu dizin iizerinde ilgili kullanicinin erisim
haklarinin Hasan Kalyoncu Universitesi tarafindan kaldiriimas (silinmesi-erisimin engellenmesi) gerekir.

¢) Tasmabilir Ortamda Bulunan Kisisel Veriler

Tagmabilir saklama ortamlarindaki kisisel veriler, sifreli olarak saklanmali ve bu ortamlara uygun yazilimlar kullanilarak
silinmelidir.

d) Veri Tabanlar
Kisisel verilerin bulundugu veri tabani tablosundaki ilgili satir ve siitun (hiicre)’larin veri tabani komutlart ile silinmesi gerekir.
e) Gegici Dosyalar

Kisisel verilerin islenmesi sirasinda olusan kullanilmayan gecici dosyalar ¢ ayda bir periyodik olarak kontrol edilmektedir
ve temizlenmektedir.
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6. KiSISEL VERILERIN YOK EDIiLMESI

Kigisel verilerin yok edilmesi, kisisel verilerin hi¢ kimse tarafindan hicbir sekilde erisilemez, geri getirilemez ve tekrar
kullanilamaz hale getirilmesi islemidir.

6.1 Kisisel Verilerin Yok Edilmesi Yontemleri

Kisisel verilerin yok edilmesi i¢in, verilerin bulundugu tiim kopyalarin tespit edilmesi ve verilerin bulundugu sistemlerin tiiriine
gore asagida yer verilen yontemlerden bir ya da birkaginin kullanilmasiyla tek tek yok edilmesi gereklidir:

a) Yerel Sistemler

S6z konusu sistemler iizerindeki verilerin yok edilmesi i¢in asagidaki yontemlerden bir ya da birkagi Hasan Kalyoncu Universitesi
tarafindan belirlenerek kullanilabilir.

i) De-manyetize Etme: Manyetik medyanin 6zel bir cihazdan gegirilerek manyetik alana maruz birakilmasi ile iizerindeki
verilerin okunamaz bigimde bozulmasi islemidir.

ii) Fiziksel Yok Etme: ilgili verinin bulundugu donanim/ medyanin eritilmesi, yakilmasi veya toz haline getirilmesi gibi fiziksel
olarak yok edilmesi islemidir. ilgili verinin bulundugu donanim/medyanin eritilmesi, yakilmasi, toz haline getirilmesi ya da
bir metal ogiitiiciiden gecirilmesi gibi iglemlerle verilerin erisilmez kilinmas1 saglanir.

iif) Uzerine Yazma: Manyetik medya ve yeniden yazlabilir optik medya iizerine rastgele veriler yazarak eski verinin
kurtarilmasinin 6niine gegilmesi islemidir.

b) Cevresel Sistemler
Hasan Kalyoncu Universitesi veri kayit ortam tiiriine bagli olarak kullanilabilecek yok etme yontemleri asagida yer almaktadir:

i) Ag cihazlar (switch, router vb.): S6z konusu donanmimlar igindeki saklama ortamlar1 sabittir. Uriinler, cogu zaman silme
komutuna sahiptir ama yok etme 6zelligi bulunmamaktadir. “a” bendinde belirtilen uygun yontemlerin bir ya da birkagi
kullanilmak suretiyle ilgili verinin bulundugu donanim/ medyanin yok edilmesi gerekir.

ii) Flash tabanh ortamlar: Flash tabanli sabit disklerin ATA (SATA, PATA vb.), SCSI (SCSI Express vb.) ara yiiziine sahip
olanlari, destekleniyorsa komutunu kullanmak, desteklenmiyorsa {ireticinin dnerdigi yok etme yontemini kullanmak ya da (a)
bagliginda belirtilen uygun yontemlerin bir ya da birkac1 kullanilmak suretiyle yok edilmesi gerekir.

iv) Manyetik disk gibi iiniteler: Verileri esnek (plaka) ya da sabit ortamlar iizerindeki mikro miknatis parcalar1 yardimu ile
saklayan ortamlardir. (a) basliginda belirtilen uygun yontemlerin bir ya da birkag1 kullanilmak suretiyle yok edilmesi gerekir.

v) Mobil telefonlar (Sim kart ve sabit hafiza alanlar1): Tasinabilir akilli telefonlardaki sabit hafiza alanlarinda silme komutu
bulunmakta, ancak ¢ogunda yok etme komutu bulunmamaktadir. (a) basliginda belirtilen uygun yontemlerin bir ya da birkagi
kullanilmak suretiyle yok edilmesi gerekir.

vi) Optik diskler: CD, DVD gibi veri saklama ortamlaridir. (a) bashiginda belirtilen uygun yontemlerin bir ya da birkagi
kullanilmak suretiyle yok edilmesi gerekir.

¢) Kagit Ortamlari

S6z konusu ortamlardaki kisisel veriler, kalici ve fiziksel olarak ortam iizerine yazili oldugundan ana ortamin yok edilmesi gerekir.
Bu islem gerceklestirilirken ortami kagit imha veya kirpma makinalari ile anlasilmaz boyutta, miimkiinse yatay ve dikey olarak,
geri birlestirilemeyecek sekilde kiiciik parcalara bolmek gerekir.

Orijinal kagit formattan, tarama yoluyla elektronik ortama aktarilan kisisel verilerin ise bulunduklari elektronik ortama gore (a)
basliginda belirtilen uygun yontemlerin bir ya da birkaci kullanilmak suretiyle yok edilmesi gerekir.

¢) Bulut Ortamm
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S6z konusu sistemlerde yer alan kisisel verilerin depolanmasi ve kullanimi sirasinda, kriptografik yontemlerle sifrelenmesi ve
kisisel veriler i¢in miimkiin olan yerlerde, 6zellikle Hasan Kalyoncu Universitesi’nin hizmet aldig1 her bir bulut ¢6ziimii igin ayr1
ayr1 sifreleme anahtarlar1 kullanilmas: gerekmektedir. Bulut bilisim hizmet iliskisi sona erdiginde; kisisel verileri kullanilir hale
getirmek icin gerekli sifreleme anahtarlarinin tiim kopyalarinin yok edilmesi gerekir.

d) Diger Ortamlar

Yukaridaki ortamlara ek olarak Hasan Kalyoncu Universitesi’nin arizalanan ya da bakima gonderilen cihazlarinda yer alan kisisel
verilerin yok edilmesi iglemleri ise asagidaki sekilde gergeklestirilir:

i) Tlgili cihazlarin bakim, onarim islemi icin iiretici, satic1, servis gibi {i¢iincii kurumlara aktarilmadan &nce icinde yer alan
kisisel verilerin (a) basliginda belirtilen uygun yontemlerin bir ya da birkag1 kullanilmak suretiyle yok edilmesi,

ii) Yok etmenin miimkiin ya da uygun olmadig1 durumlarda, veri saklama ortaminin sokiilerek saklanmasi, arizali diger
parcalarin {iretici, satici, servis gibi tliglincii kurumlara gonderilmesi,

iii) Disaridan bakim, onarim gibi amaglarla gelen personelin, kisisel verileri kopyalayarak kurum disina ¢ikartmasinin
engellenmesi icin gerekli 6nlemlerin alinmasi gerekir.

7. KiSISEL VERILERIN ANONiM HALE GETiRiLMESi

Kigisel verilerin anonim hale getirilmesi, kisisel verilerin bagka verilerle eslestirilse dahi hi¢bir surette kimligi belirli veya
belirlenebilir bir gercek kisiyle iliskilendirilemeyecek hale getirilmesidir.

Anonim hale getirme, bir veri kiimesindeki tiim dogrudan ve/veya dolayli tanimlayicilarin ¢ikartilarak ya da degistirilerek, ilgili
kisinin kimliginin saptanabilmesinin engellenmesi veya bir grup/kalabalik iginde ayirt edilebilir olma 6zelligini, bir gercek kisiyle
iligkilendirilemeyecek sekilde kaybetmesidir.

Kisisel verinin tutuldugu veri kayit sistemindeki kayitlara uygulanan otomatik olan veya olmayan gruplama, maskeleme,
tiiretme, genellestirme, rastgele hale getirme gibi yontemlerle yiiriitiilen bag koparma islemlerinin hepsine anonim hale getirme
yontemleri adi verilir. Bu yontemlerin uygulanmasi sonucunda elde edilen verilerin belirli bir kisiyi tanimlayamaz olmasi
gerekmektedir.

Kisisel verilerin anonim hale getirilmesi yontemleri ve uygulama &rnekleri, Kurulun yaymlamis oldugu “Kisisel Verilerin
Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Rehberi’nde detayli olarak agiklanmistir.

7.1 Kisisel Verilerin Anonim Hale Getirilmesi Yontemleri
7.1.1 Deger Diizensizligi Saglamayan Anonim Hale Getirme Yontemleri

Deger diizensizligi saglamayan yontemlerde kiimedeki verilerin sahip oldugu degerlerde bir degisiklik ya da ekleme, ¢ikartma
islemi uygulanmaz, bunun yerine kiimede yer alan satir veya siitunlarin biitiiniinde degisiklikler yapilir. Boylelikle verinin
genelinde degisiklik yasanirken, alanlardaki degerler orijinal hallerini korurlar. Asagidaki yontemlere iliskin uygulama 6rnekleri,
Kurulun yaymlamis oldugu “Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Rehberi”nde agiklanmistir.

v" Degiskenleri Cikartma
v Kayitlart Cikartma

v" Bolgesel Gizleme

v Alt ve Ust Smir Kodlama
v" Ornekleme

7.1.2 Deger diizensizligi saglayan anonim hale getirme sekilleri
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Deger diizensizligi saglayan yontemlerle, yukarida bahsedilen yontemlerden farkli olarak; mevcut degerler degistirilerek veri
kiimesinin degerlerinde bozulma meydana getirilir. Asagidaki yontemlere iliskin uygulama 6rnekleri, Kurulun yaymlamis oldugu
“Kigisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Rehberi’nde agiklanmustir.

v Mikro Birlestirme

v" Veri Degis Tokusu

v' Giiriltii Ekleme

v Tekrar Ornekleme

7.1.3 Anonim hale getirmeyi kuvvetlendirici istatistiksel yontemler

Anonim hale getirilmis veri kiimelerinde kayitlardaki bazi degerlerin tekil senaryolarla bir araya gelmesi sonucunda, kayitlardaki
kisilerin kimliklerinin tespit edilmesi veya kisisel verilerine dair varsayimlarin tiiretilebilmesi ihtimali ortaya ¢ikabilmektedir. Bu
sebeple anonim hale getirilmis veri kiimelerinde ¢esitli istatistiksel yontemler kullanilarak veri kiimesi i¢indeki kayitlarin tekilligini
minimuma indirerek anonimlik gii¢lendirilebilmektedir. Asagidaki yontemlere iliskin uygulama drnekleri, Kurulun yaymlamig
oldugu “Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Rehberi”nde agiklanmistir.

v" K-Anonimlik

v' L-Cesitlilik

v' T-Yakimnlik

7.2 Anonimlik Giivencesi

Bir kisisel verinin silinmesi ya da yok edilmesi yerine anonim hale getirilmesine karar verilebilmesi i¢in asagidaki sartlarin yerine
getirilmesi gereklidir. Bu sartlarin yerine getirilmis olmasini veri sorumlulari saglamalidir:

v Anonim hale getirilmis veri kiimesinin bir bagka veri kiimesiyle birlestirilerek anonimligin bozulamamasi,
v' Bir ya da birden fazla degerin bir kayd: tekil hale getirebilecek sekilde anlamli bir biitiin olugturulmamas,
v" Anonim hale getirilmis veri kiimesindeki degerlerin birlesip bir varsayim veya sonug tiretebilir hale gelmemesi.

Bu riskler sebebiyle veri sorumlularinin, anonim hale getirdikleri veri kiimeleri iizerinde bu maddede siralanan dzellikler degistikce
kontroller yapmalar1 ve anonimligin korundugundan emin olmalar1 gerekmektedir.

8. VERiI SAKLAMA SURESI VE iMHA SURECI

8.1 Saklama ve imha Siiresi Tablosu

Veri Kategorisi Veri Saklama Siiresi

1-Kimlik
101 Y1l
Kisisel Veri
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Veri Kategorisi

2-Iletisim

Kisisel Veri

4-Ozlitk

Kisisel Veri

5-Hukuki Islem

Kisisel Veri

6-Miisteri Islem

Kisisel Veri

7-Fiziksel Mekan Giivenligi

Kisisel Veri

8-Islem Giivenligi

Kisisel Veri

10-Finans

Kisisel Veri

11-Mesleki Deneyim

Kisisel Veri

12-Pazarlama

Kisisel Veri

13-Gérsel ve Isitsel Kayitlar

Dokiiman no: KYS.POL.05 Yayin Tarihi: 01.03.2024 Rev no/Tarih:

Veri Saklama Siiresi

101 Y1l

101 Y1l

10 Y1l

101 Y1l

6 Ay

2 Y1l

101 Y1l

101 Y1l

5Yi1l

101 Y1l

00/--




KVK MEVZUATI UYARINCA
KiSiSEL VERI SAKLLAMA VE IMHA POLITIKASI

Veri Kategorisi Veri Saklama Siiresi

Kisisel Veri

21-Saglik Bilgileri
101 Y1l
Ozel Nitelikli Kisisel Veri

23-Ceza Mahkimiyeti ve Giivenlik Tedbirleri

101 Y1l
Ozel Nitelikli Kisisel Veri
26-Diger Bilgiler-Aile Bireyleri ve Yakin Bilgisi

101 Y1l
Kisisel Veri
26-Diger Bilgiler-Askerlik Durumu

101 Y1l
Kisisel Veri
26-Diger Bilgiler-Egitim Bilgileri

101 Y1l
Kisisel Veri

8.2 Periyodik Imha

Kanunda yer alan kisisel verilerin islenme sartlarinin tamamimin ortadan kalkmasi durumunda; Hasan Kalyoncu Universitesi
isleme sartlar1 ortadan kalkmis olan kisisel verileri isbu Kisisel Verileri Saklama ve Imha Politikasinda belirtilen ve tekrar eden
araliklarla re’sen gerceklestirilecek bir iglemle siler, yok eder veya anonim hale getirir.

Hasan Kalyoncu Universitesi’nde kisisel verilerin saklama ve imha islemleri, Kisisel Veri Envanterinde belirlenen siirelerde ve
kamu kurumlarinca tabi olunan arsiv mevzuatina gore ilgili Komisyonlarin denetiminde gergeklestirilir. Kisisel verilerin iglenme
sartlarint ortadan kaldiran hallerden herhangi birinin gergeklesmesi durumunda bu kisgisel verilere iligkin kayitlar i¢in bir sonraki
imha periyodunda imha islemi gergeklestirilir.

8.3 Talep Uzerine imha Gerektiren Durumlar

flgili kisinin kanundan kaynakli hakkini kullanarak yaptig1 bagvurularin uygun bulunmasi halinde veya Kisisel Verileri Koruma
Kurumu’nun talimatina istinaden imha islemi Kurum tarafindan gerceklestirilir.

Veri Sorumlusu, kendisine yapilan basvurulari, KVK Komisyonu ile “Talep Yonetim Siireci Talimat1” na gére yiiriitiir.
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8.4 imha Yonteminin Belirlenmesi

Kisisel Veri Envanterinde, imha edilecek kisisel verinin bulundugu ortamin tiirii, kritikligi ve hassasiyetine gore Kisisel Verileri
Koruma Kanununda belirtilen imha yontemlerine gore imha tiirtine karar verilir.

8.5 imhanin Gergeklestirilmesi

Imhas: gergeklestirilecek kisisel veriler,

v' Belirlenen kayitlar,

v" Ekipler,

v Takvim ve

v Yontem dikkate alinarak gerceklestirilir.

Veri Sorumlusu, imha edilecek kisisel verileri, veri igleyen taraflara da bildirerek ilgili taraflarda bulunan kayitlarin da imhasini
saglar ve kayit altina alir.

9. SORUMLU KiSiLER

Kisisel verilerin saklama, silme, anonim hale getirme ve imha etme siirecleri Hasan Kalyoncu Universitesi KVK Komisyonu
tarafindan yiiriitiiliir.

10. GOZDEN GECIiRME VE ONAY TABLOSU

Aciklama Kabul/Revizyon Tarih ve Numarasi Revizyon I¢erigi

[k yaym .. tarihli ve .. say1l1 Senato karari
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